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Jak Dell i Red Hat pomagają 
bezpiecznie latać?



Massachusetts Open Cloud
(MOC)



Reference architecture - OpenStack



Reference architecture - storage



ATIVA Investimentos



Reference architecture –
OpenShift/VxRAIL



Openshift



Polska Agencja Żeglugi Powietrznej



Architecture – Red Hat Enterprice Linux



With a breadth of open APIs across our product suites, our platforms are supported on 
the industry leading automation, orchestration, and configuration management 
tools

Making Infrastructure automation simpler

• Servers
‒ iDRAC, OME and OME-

Modular
• Storage

‒ PowerStore, PowerMax, 
PowerScale, PowerFlex, 
Unity and VPLEX

• Networking
‒ SONiC, OS10, OS9 and 

OS6
• HCI

‒ VxRail
• Data Protection

‒ PowerProtect

Ansible Collections Terraform Providers
• Servers

‒ Redfish provider
• Storage

‒ PowerStore provider

• Servers
‒ iDRAC

• Storage
‒ PowerStore

• Networking
‒ OS10 

Puppet Modules SDKs & Libraries
• Servers

‒ Python scripts for 
iDRAC, OME & OME-M

‒ PowerShell Cmdlets
‒ Golang SDK for Redfish

• Storage
‒ Python SDKs for all 

storage arrays
‒ Golang SDKs
‒ PowerShell cmdlets

• Data Protection
‒ Python library for 

PowerProtect



OpenManage Ansible Modules – GitHub repository

https://github.com/dell/dellemc-openmanage-ansible-modules
• Open-Source project supported by Dell
• Ongoing development – frequent releases

• Minor release – every month
• Major release – semi-annual

• Contributions are welcome
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Only server 
vendor with a 
cross portfolio 
solution for 
crypto-
graphically 
verified 
hardware 
integrity*

•

• Anti-tamper protections 
in packaging

• Container seals & tracking

• Trusted logistics partners

with end-to-end supply chain assurance

DESIGN / DEVELOP MANUFACTURE DELIVERSOURCE

**Based on Dell analysis of publicly available data, October 2020. Available on PowerEdge 14G and newer, except for PowerEdge XE7100, XE7420, XE7220, C6420 and C6525

• Silicon root of trust

• Firmware protection 
(NIST 800-193)

• Data-at-rest protection (SEKM)

• Threat modeling & vulnerability 
assessment through testing 
of code

• Secure Development Lifecycle 
(SDL)

• Remote Full Power Cycle (A.C.)

• Dell supplier security standards

• Rigorous onboarding & vetting 
of new suppliers

• Approved vendor list

• Joint collaboration on security

• Supplier personnel security

• System functional testing

• 3rd party security audit

• Dell-prescribed PPID label

• TAPA facility requirements

• Factory personnel security

START STRONG

• Dell Technologies Secured 
Component Verification



linkedin.com/company/red-hat

youtube.com/user/RedHatVideos

facebook.com/redhatinc

twitter.com/RedHat

Thank you


